1.1 Problem:- Even after installing java getting error “Encryption Failed”
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 Solution :- 
1. Close all open browsers & go to Control Panel
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2. Click on java icon
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3. Open Java control panel Delete temporary internet files by clicking Setting [image: image4.png]=10l x|
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5. Clear all logs as follows (click on OK)
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6. After above procedure start fresh browser and you will prompt for following click on no.
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B. Enable Scripting of java applet
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Select Internet icon and then click on Custom Level and enable the all scripting of java applet
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After this close all the browsers and Login again 
A . While viewing A/C details you may prompt for applet popup as follows
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Accept and run the applet. 

B. After that while using token you will prompt for security concern click on no.
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C. While using you will also prompt for java applet to run 
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